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ABSTRACT--Internet  plays  a  vital  role  in  the  society. 
Services based on the internet which plays a major role in 
the  human  based  perspective  in  the  form  of  the  cloud 
based aspect in a respective fashion.  Now  a day  there are 
many  of  the  people  are  getting  attracted  towards  the 
services  based  cloud  in  a  respective  fashion.  There  the 
services based on the cloud are reliable and quite effective in  
terms  of  the  performance  based  aspect.  Here  the 
complete  services  are  based  on  the  wireless  scenario. 
Where  there  are  a  large  number  of  the  services  where 
some  of  them  includes  software,  Infrastructure,  and 
followed  by  the  platform  based  strategy  in  a  well 
respective  fashion.  Here  there  the  services  based  on  the 
internet  based  strategy  are  very  much  effective  and  it  is 
also  provided  with  a  user  friendly  environment  in  a 
respective fashion.  Where the access  of the system takes 
place by the direct access  based  on the sensitivity of the 
remote  oriented  strategy  in  a  automatic  fashion  without 
any  interference  of  the  user in  a  well respective  
fashion.This a lot of advancement in the system takes place 
where they can the system in a well easy oriented fashion 
but the main thing is transfer of the data  takes place in a 
wireless based environment in respective fashion. Therefore 
there is a major problem arise in the system which is related 
to the  privacy  oriented  phenomena  in  a  respective  
fashion takes  place.  So  here  the  system  are  designed  
where  the privacy  oriented  assurance  has  to  be  provided  
to  the public  that  they  trust  the  system  in  a  well  
effective manner.  Where  the  continuous monitoring  of  
the  system with respect to the user based strategy in a well 
respective fashion takes place.  Here a method is designed 
based on the  decentralization  oriented  phenomena  where  
enables the  structure  oriented  with  respect  to  the  logging  
based strategy followed by the policies followed by the 
structure of the data in a well oriented fashion.  Here the 
control of the  strategy  takes  place  by  the  help  of  the  
JAR  based phenomena  which  is  mainly  for  the  
programming  based phenomena  in  a  well  respective  
fashion.  Here  further  a mechanism  is  implemented  for  
the  even  more strengthening  of  the  data  in  a  well   

respective  fashion. Experiments have been conducted on the 
present method where accurate analysis of the performance 
takes place in a  well  efficient  fashion  respectively.  
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I. INTRODUCTION 
 

Interaction  of  the  data  plays  a  vital  role  for  the 
effective  analysis  of  the  data  based  on  the  internet 
oriented  strategy  based  on  the  efficient  fashion.  Here  in 
the above phenomena there the internet plays a vital role for 
the transfer of the data in a well effective manner  [1]. Here 
there is  advancement  in the system takes place in a well  
effective  fashion  where  the  data  are  stored  in  the server 
oriented fashion with respect only one cloud based scenario  
with  respect  to  the  limited  connectivity  in  the system 
takes place. But this is a huge problem whenever there  is  a  
requirement  of  the  large  amount  of  the  data storage 
based scenario.  
Therefore a cloud of cloud is used where there is an 
interconnection takes place between one another  in  a  well  
respective  fashion.  Where  they  are connectedto one 
another by the help of help of the cloud based  aspect  where  
they  all  are  connected  to  the  third party based oriented 
strategy in a well respective fashion[2][3].  Here  the  main  
problem  is  due  to  the  wireless oriented  phenomena  
followed  by  the  decentralization based phenomena. Where 
the data of the user is got stored in  the  database  of  the  
server  oriented  third  party  based strategy where the user 
or the demand of  the query is very much  concern  about  
the  privacy  aspects  of  the  data  of their  own  [2][5].  
Here  security  plays  a major role  where the  effective  
protection  has  to  be  given  by  the  system where the 
complete trust based phenomena of the user has to be done.  
That is here the system completely takes the burden  of  the  
user  who  ever  is  storing  the  data  in  the cloud based 
environment in a well respective fashion. 
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II.  METHODOLOGY 
In this method a system is designed with  a  well effective 
algorithm oriented strategy  where it completely overcome 
the  drawbacks  of  the  previous  existing  techniques  in  an 
efficient manner  [6].  Here it is designed with a particular 
framework which must effective and efficient in terms of the 
performance of the system based strategy followed  by the  
accurate  analysis  respectively.  There  is  a  huge challenge  
for  the  present  method  where in  order to  over the  trust  
oriented  factor  apart  from  the  assurance  based strategy 
followed by the privacy as a major concern in the system.  
Here  the  present  method  is  explained  by  the below  
figure  in  a  fashion  of  the  block  diagram  based 
representation  oriented  strategy  which  elaborates  the 
system in a well efficient manner [7][8]. In the method we 
are  going  to  implement  the  algorithm  based  on  the 
framework  of  the  CIA  based  phenomena  in  a  well 
respective  fashion  based  on  the  information  oriented 
accountability  based  framework  oriented  strategy  in  a 
well  respective  fashion.  Here  mainly  the  present 
algorithm  is  concerned about  the auditing  based  
strategywhich is  efficient  in terms  of  the  security  based  
analysis where the privacy is a major concern related to the 
issue of the user  and also logging in a well automated 
fashion.CIA  oriented  phenomena  is  broadly  classified  
into  two major parts they are harmonizer log followed by 
the log in an well efficient manner  [9][10][11].  Where the 
complete access  of  the  data  takes  place  by  the  help  of  
the identification number followed by the effective password 
in a well respective fashion.  Therefore the system directly 
provides the access to the user based on the demand of of 
the  accurate  identification  number  followed  by  the 
particular  password  in  a  respective  fashion  where  the 
accurate  accessing  of  their  own  information  in  a  well 
respective fashion.  Therefore we finally conclude that the 
present  method  is  effective  and  efficien  tin  terms  of  the 
evaluation  of  the  performance  takes  place  and  in  the 
accurate oriented strategy [12][13].  
 
III.  BLOCK DIAGRAM 

 

IV.  EXPECTED RESULTS 
A  lot  of  analysis  has  been  made  on  the  present  system. 
Where  a  large  number  of  the  experiments  have  been 
conducted with a number of the data sets oriented aspect in a  
well  respective  fashion.  Here  the  present  method 
completely  overcome  the  drawback  of  the  previous 
existing techniques in a well respective fashion.  Here the 
comparison  of  the  present  method  to  that  of  the existing  
methods  are  displayed  in  the  below  graphical 
representation  in  a  respective  fashion.  It  completely 
overcome the huge challenge which was bought from the 
problem  oriented  aspect  to  the  previous  methods  in  a 
respective  fashion.  Here  the  main  aspect  of  the  user 
oriented  strategy  is  the  privacy  towards  the  data  of  the 
user  plays  a  vital  role  for  the  effective  implementation 
followed by the trust oriented phenomena which is mainly 
essential  for  the  development  of  the  business  oriented 
strategy in a well respective fashion 

 
 
V.  CONCLUSION  
In  this  paper  a  method  is  designed  with  a  particular 
framework oriented strategy  where the present method is 
involved  in  the  effective  and  efficient implementation  of 
the performance based strategy.  Here the accurate sharing 
of  the  data takes place.  Where  each and  every  cloud  are 
interconnected  to  one another in  a  well  oriented  fashion. 
Here each and every cloud are independent of each other but  
all  of  them  are  relies  on  the  third  party  oriented 
phenomena  where  the  decentralization  strategy  takes 
place in a well efficient manner. Here we finally conclude 
that  the  present  method  where  the  data  of  the  user  
isprotected  in  a  efficient  manner  for  the  improving  of  
the performance of the system. 
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